
 

DATA PROTECTION POLICY 
 

THIS POLICY:  
➢ 

➢ 

➢ 

1. THE DATA PROTECTION PRINCIPLES 

 
 
 

 

 

 

 

THE RIGHTS OF DATA SUBJECTS 



 

 
 
 
 
 
 
 
 

 
2. LAWFUL, FAIR, AND TRANSPARENT DATA PROCESSING 

The GDPR seeks to ensure that personal data is processed lawfully, fairly, and transparently, without 
adversely affecting the rights of the data subject. The GDPR states that processing of personal data 
shall be lawful if at least one of the following applies: 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 
SPECIFIED, EXPLICIT, AND LEGITIMATE PURPOSES 

 

 
 

 

 

ADEQUATE, RELEVANT, AND LIMITED DATA PROCESSING 

 
3. ACCURACY OF DATA AND KEEPING DATA UP-TO-DATE 

 



 

 

DATA RETENTION 
 

 

 
 
 
 
 
 

 

 

 

2. SECURE PROCESSING 
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3. ACCOUNTABILITY AND RECORD-KEEPING 
 

 

 

 

 
 

 

 

 

4. DATA PROTECTION IMPACT ASSESSMENTS 
 

 

 
 
 
 
 
 

 
 

 

5. KEEPING DATA SUBJECTS INFORMED 
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6. DATA SUBJECT ACCESS 
 

 

 

 
 

7. RECTIFICATION OF PERSONAL DATA 
 



 

 

 

8. ERASURE OF PERSONAL DATA 
 

 

 

 

 
 

 

 

9. RESTRICTION OF PERSONAL DATA PROCESSING 
 

 

10. OBJECTIONS TO PERSONAL DATA PROCESSING 
 

 

 

 



 

11. DATA SECURITY - TRANSFERRING PERSONAL DATA AND COMMUNICATIONS 

 
 
 

 

 

 

 

 

12. DATA SECURITY - STORAGE 

 

 

 

 

 

13. DATA SECURITY - DISPOSAL 

14. DATA SECURITY - USE OF PERSONAL DATA 

 

 



 

 

 

 

15. DATA SECURITY - IT SECURITY 

 

 

 

 

16. ORGANISATIONAL MEASURES 

 

 

 

 

 

 

 

 

 



 

 

 

17. TRANSFERRING PERSONAL DATA TO A COUNTRY OUTSIDE THE EEA 
 

 

 

 

 
 

 
 
 

 

18. DATA BREACH NOTIFICATION 
 

 

 



 

 
 
 
 

 
 

19. IMPLEMENTATION OF POLICY 
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